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ABSTRACT

Modern society relies heavily on computer technplddpwever, we have been casually tossing bitseofgnal
information out into the world for decades, likee#erick S. Lane had said “If everyone throws alsisgda can out of the

car window, it does not take no long for a highw@jook pretty hideous.”

Since a computer cannot operate without softwaig,io wonder that intellectual property protectaf software

is crucial not only for the software industry, ot other businesses as well.

In our information age, the protection of datarentendously important because data is rampantlgatet via
the internet and evaluated by companies for comaleparposes. Even the world’s leading corporatians accused of
breaching consumers’ data privacy. Thus, shouldefane the term “use” in privacy same as in patefiingement? In

this article, | will introduce some decisions in Aritan and Taiwanese courts about this.
KEYWORD: Use, Patent Infringement, Personal Informatiortéation Act
If everyone throws a single soda can out of the gandow,
it does not take no long for a highway to look prehideous.

— Frederick S. Lane-%

INTRODUCTION

! See Lane, F. S. (2009merican privacy: The 400-year history of our most contested right. Boston, Mass: Beacon Press.,
at 261.
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16 Tien-Wei (Daniel), Hwang

Modern society relies heavily on computer technpl&githout software, a computer cannot operatetvigoe
and hardware work in tandem in today’s informasogiety. So it is no wonder that intellectual pnap@rotection of

software is crucial not only for the software ingysbut for other businesses as well.

Especially, for the first time since the adventwdit cards? there are new ways to pay that don’t involve cash,
check or plastic. Most are built on top of the &rig payments system, but — courtesy of that hagld-bomputer in our

pockets and purses — offer new vistas for both woess and tech entrepreneus.

For consumers, mobile payments mean greater caavemiand better security. To our surprise, with the
enthusiastic help of consumers themselves, cradit companies and retail business were amassiggestag amounts of

personal informatiofi. Consequently, patent and privacy protection besomere important than before.
THE PROBLEM IN SOFTWARE PATENT

Software patentsare problematic in three different ways. Firstjsitcontroversial whether these patents are
useful® For instance, computer programs, whether in soorcebject code, are protected under copyright Bnyn
countries. Copyright protection does not depen@dmnformalities such as registration or the depafsitopies in the 151
countries party to the Berne Convention for thet&uton of Literary and Artistic Works. This meattsat international

copyright protection is automatic - it begins asrsas a work is created.

Second, the bounds of software patentability acdean’ The core part of your software-related innovatioay

lie in an apparatus, a system, an algorithm, a otkth network, the processing of data or the saéitgelf. This, what

2 For more information about the invention of carattbmoney, please see Lane, FsSora note 1, at 124.

% See Sean Sposito, Goodbye, billfold. Hello, sniate, available at
http://www.ajc.com/news/business/personal-financedipye-billfold-hello-smartphone/nfXNc/(accessedrthe2015).
* See Lane, F. Ssypranote 1, at 149.

® Compared to European Union, a computer prograsuels is abstract and mental in nature and thersfueeifically
excluded from patentability in Article 52(2)(c) Bypean Patent Convention. If it is run on a compatet produces a
further technical effect which goes beyond the fnal’ physical interactions between program (sofeyand computer
(handware), it's not excluded from patentabilitgeSPaterson, G. (200The European patent system: The law and
practice of the European Patent Convention. London: Sweet & Maxwell, at 418-419.

® See Arezzo, E., & Ghidini, G. (201Biotechnology and software patent law: A comparative review of new
developments. Cheltenham: Edward Elgar, at 131.

" See Arezzo, E., & Ghidini, Gsupra note 6, at 131.
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you wish to protect from your competitor may differdepending on how the software is used togatiterthe hardwaré.

Third, the Internet raises complex issues regardimg enforcement of patents. In our information, atle
protection of data is tremendously important beeadata is rampantly collected via the internet awdluated by
companies for commercial purposes. Even the wottbsling corporations are accused of breachingwoess’ data
privacy’ Thus, should we define the term “use” in privaayne as in patent infringement? In this articlejll introduce

some decisions in American and Taiwanese courtstabis.
THE IMPORTANCE OF PATENT AND PRIVACY PROTECTION IN TAIWAN CONSTITUTION

To promote industrial development, most countrieskenlaws to grant patents for new inventions having
industrial applicability or new models or improvem® in the design, construction or fitting of anjemb having

practicality so as to encourage inventiveness agativity.*°

The granting of patent rights concerns the intsresthe applicant and interested parties. It hEs®a bearing on
the interest of the public. To preserve human dygaind to respect free development of personaitihé core value of the
constitutional structure of free democracy, thétrigf privacy will also affect the interest of theblic. This right is not
among those rights specifically enumerated in taav@n Constitution (hereinafter “this Constitution®™ whereas it
should nonetheless be considered as an indispenéabflamental right and thus protected under Axt2P of the
Constitution for purposes of preserving human digmdividuality and moral integrity, as well asepenting invasions of

personal privacy and maintaining self-control ofsamal informatiort?

As far as the right of information privacy is conoed, which regards the self-control of persontdrimation, it
is intended to guarantee that the people haveigheto decide whether or not to disclose theirspaal information, and,

if so, to what extent, at what time, in what manaad to what people such information will be diseld. It is also

8 See http://www.wipo.int/sme/en/documents/softwpegents_fulltext.html (accessed March 2015).

° See Jorg Binding (2012). Protecting the consu@tgina Law & Practice, 25(10), 12.

10 See J. Y. Interpretation No. 213.

1 In US, strictly speaking, the word “privacy” doésaiso appear in the Declaration of Independehk8, Constitution,
or the Bill of Rights, nor in any of the seventeenmendments added to U.S. Constitution since. See, lFa S.supra
note 1, at 15.

12 See J. Y. Interpretation No. 585.
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designed to guarantee that the people have thetdginow and control how their personal informatieill be used, as

well as the right to correct any inaccurate entti@stained in their information.

THE MEANING OF “USE” IN PATENT INFRINGEMENT

When we did our reports, we might search somestitatiand copy the results. For example, to letodek-end
system provide a result for download, we creataerygto seek particular and specified informatibthe search engine is

similar to someone’s patent, are we infringing it?

In the Centillion decisio™® the patent at issue in Centillion disclosed aesysfor collecting, processing, and
delivering information from a service provider, buas a telephone company, to a customer. The dtaiatved both a
“back-end” system maintained by the service pravided a “front-end” system maintained by an endr,usgy., a

customer. The most interesting part of this denissowhether customers had “used”, so let’s talkudlit.

First, what is infringement of patent? According3® U.S.C. § 271 (a) (hereinafter “Section 271(a3%cept as
otherwise provided in this title, whoever withouitlzority makes, uses, offers to sell, or sells patented invention,
within the United States or imports into the Unit®thtes any patented invention during the termhefgatent therefor,

infringes the patent.

Then, we should realize the meaning of “use” aesystThe Federal Circuit held that “to ‘use’ a systéor
purposes of infringement, a party must put the mtie@ into service, i.e., control the system ashal& and obtain benefit

from it.”

Applying these principles, the Federal Circuit hédadt the customer “used” the system under Se@iti(a).
Specifically, the Federal Circuit found the usemvihitiated demand for the service caused the sepiovider's back-end
system to generate the requisite reports as atrd$d Federal Circuit explained that this was "usecause “but for the

customer’s actions, the entire system would neageltbeen put into service.”

Because the Federal Circuit noted that the cus®fiuse” the system as a matter of law does ndedi issue

13 See Centillion Data Systems, LLC v. Qwest Comnatioas Intern., Inc., 631 F.3d 1279, 97 U.S.P.QL&97.
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of infringement, they refused to decide whetherabeused products satisfy the “as specified byues” limitations for

the first time on appedf.

Though the Federal Circuit made no comment on vereffwest may have induced infringement by a custpme

we still pay attention to whether the system weusiag infringes a patent.
THE GUARDIAN OF PERSONAL INFORMATION IN TAIWAN

To protect bank customers’ confidential information their individual properties and to prevent tmrfilom
freely and unilaterally disclosing such informatiGwith a view to protect the people’s right of priyashould we adjust
its meaning when we define the use of patent ighient and illegal using of personal informatiorefdBe we discuss
about the meaning of use in privacy, we might eealvhat make it become so vital. Hence, let’s #dd&ut the guardian of

personal information in Taiwan at first.

Nevertheless, Fingerprints are biological featwésn individual's person and are characterizedpbysonal
uniqueness and lifetime unchangeability. If thetsSiatends to engage in mass collection of the leéofingerprinting
information’ such information collection should use less iritrssneans substantially related to the achievernémt
compelling public interest, which should also beacly prescribed by law, so as to be consisterit thi¢ intent of Articles
22 and 23 of the Constitution. Furthermore, thell b@écome a form of personal information that ighty capable of

performing the function of identity verification o@they are connected with one’s identity.

14 Practical considerations such as managing anagdgr litigation with many defendants, bad pultjicand alienating
potential customers, often override any benefis thight come from suing unlicensed users of arpateinvention. If
there are few users of a very specialized inventiomvever, then suing users may be a viable siyaB=ae Thiele, A. R.,
Blakeway, J. R., Hosch, C. M., & American Bar Adation. (2010).The patent infringement litigation handbook:
Avoidance and management. Chicago, lll: American Bar Association, at 98.

15 |f this action involved large numbers of infringavho are similarly situated, it might become a&slaction.

% Thanks to the Internet, collecting and analyzingtomer data is easier and more widespread tharbefare. Though
the practice of collecting data about consumede&ades old, the Internet and its ability to caltata so easily have
spurred new protests from privacy groups. Conswroecerns are greater on-line because the collediatittle less
obvious. See Marcella, A. J., & Stucki, C. (20@&)ivacy handbook: Guidelines, exposures, policy implementation, and
international issues. Hoboken, N.J: J. Wiley, at 206.

7 In US, technology is available that would allowaéresidents to carry a card containing a compahir that could
hold a considerable amount of personal informatsoich as fingerprint images. See Marcella, A. JStécki, C. supra
note 16, at 232.
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In Fingerprints cas¥, the legislative goal of Article 8 of the Househdtegistration Act as promulgated and
implemented in 1997 might be to establish fingerjong data of all the people so as to “verify peoidentity,” “to
identify stray people, roadside patients, feeblel®mthsenior citizens and unidentified corpses,” e as to prevent false

claim of another’s identity card.

Because fingerprints possess such trait as ledvérngs at touching an object, they will be in a kegition to
opening the complete file of a person by meansr@$sschecking the fingerprints stored in the dagabés fingerprints
are of the aforesaid characteristics, they may vty be used to monitor an individual’s sensitie®rmation if the State

collects fingerprints and establishes databasesdans of identity confirmatioff.

Where it is necessary for the State to engage Bsrallection and storage of the people’s fingetprand set up
databases to keep same for the purposes of angypartmajor public interest, it shall not only poeibe by law the scope
and means of such collection, which shall be necgssnd relevant to the achievement of the purpo$esich major

public interest, but also prohibit by law any usieen than the statutory purpo<és.

However, the risk is that the information on thedsaand vast storehouses of personalized dataabnirdividual
that the cards are linked to could be misuSeBven if the means is considered useful in achigthe aforesaid objectives
in the future, Justices of the Constitutional Cpdrdicial Yuan held that “still it fails to achiewalance of losses and
gains and uses excessively unnecessary means, ishiohin line with the principle of proportiongliand thus infringes
upon the people’s right of information privacy astpcted under Article 22 of the Constitution, whieaompels all those
above fourteen to be fingerprinted in advance anfgjests them to those potential risks that mayeairiem unclear and
indefinite delegation of power and unwarranted ldsare of fingerprinting information simply becauskethe needs to

verify the identity of a roadside unconscious p#tistray imbecile or unidentified corpse.”

Since article 8 of the Household Registration Acpeomulgated and implemented in 1997 is in candlith the

18 See J. Y. Interpretation No. 603.

19 personal privacy is at risk not only when the goweent wants to do more for its citizens(such awige Social
Security benefits) but also when it allegedly wantdo less. See Lane, F. Supra note 1, at 214-215.

% The fundamental question, which too often goesk®a, is whether a particular agency is collectirgminimum
amount of information necessary for its mission aadnore. Se#bid, at 260.

2L see Marcella, A. J., & Stucki, Gypra note 16, at 233.
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Constitution, according to Article 171 Paragrapbfthe Constitution, it shall be null and void. Gequently, when the
government agency doesn’t use the personal infeomat accordance with the scope of its job funusiprovided by laws

and regulations, and in compliance with the spegifirpose of collection, it might breach peopleisary?
THE MEANING OF “USE” IN PERSONAL INFORMATION PROTEC TIONACT

For most business, good privacy practice doesndmmeever gathering information, using it, or shauit?> As
difficult as protecting medical privacy has provenbe, the issue of protecting consumers from ntargeinformation

brokers, direct mailers, and the new generatidityiierstallkers,” is even more problematfc.

Take, as an example, the patent at issue in Qentitlecision. It is a system for collecting, pragieg, and
delivering billing data from a service provider aocustomer. If their financial d&tais manipulated or deleted by an

intruder, it will lead to years of stress and hedida and perhaps even possible financial #uin.

In order to prevent companies from selling or tngdindividuals’ personal information without thoselividuals’
knowledge or conseRf, we should comprehend the meaning of use in Perdofmmation Protection Act in Taiwan

(hereinafter “this Law"}®

Compared to the meaning of use in the Centilliotigien (See Exhibit 1), this Law defines use atenathods of

22 |n US, the potential for the abuse of centraligedernment databases has been controversial diteasathe 1960s,
when the Johnson administration proposed creatMat@snal Data Center that would merge the datainadlividual
American collected by twenty different federal agjes into a single computer database. See Sykes,(€999).The end
of privacy. New York: St. Martin's Press, at 44.

% The companies that succeed will be those thatdigut just how much privacy—and personalized titiea-their
customers really want. See Marcella, A. J., & StUCk supra note 15, at 203; A Jupiter Media Metrix report released in
August 2001, suggests companies can win the tfustb users over time. The survey found more tha#b 8f long-time
Web users trusted merchants and banks enoughedhgm personal information, while only 13% of peopho've been
online less than a year had that same level of. tBee
http://www.informationweek.com/privacy-can-businessuild-trust-and-exploit-opportunity/d/d-id/101T® (accessed
March 2015).

# See Sykes, C. Bypranote 22, at 247.

% Ppursuant to Article 2 Subparagraph 1 of Persarfatination Protection Act in Taiwan, the persomébimation
includes the name, date of birth, 1.D. Card numpassport number, characteristics, fingerprintgjtalastatus, family,
education, occupation, medical record, medicattneat, genetic information, sexual life, healthrexaation, criminal
record, contact information, financial conditiossgial activities and other information which mayused to identify a
natural person, both directly and indirectly.

% See Cronin, K. P., & Weikers, R. N. (200Rjta security and privacy law: Combating cyberthreats. St. Paul, Minn.:
West., at 1-45.

27 See Marcella, A. J., & Stucki, Gupra note 16, at 241.

% Compared to China, due to a lack of data proteaggulation, the commercial misuse of data is comnSee Jorg
Binding, supra note 9, 12.
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personal information use other than to record, tinptore, compile, correct, duplicate, retrievdetis output, connect or

internally transmit information for the purposeestablishing or using a personal information file.

Exhibit 1- Use in dictionay

Use 1n Use 1in
this B Section
Law 271(a)

A C D

Exhibit 2- The different definition of use will affect the decision

Application Use in this Law Use in Section 271(a) Decision

Case A % X Only apply to this Law

Case B % % Apply to both regulation
Case C X % Only apply to Section 271(a)
Case D X X Innocent

CONCLUSIONS

As Frederick S. Lane had said “If everyone throwsngle soda can out of the car window, it doestaké¢ no
long for a highway to look pretty hideous.” We habaen casually tossing bits of personal informatiahinto the world

for decades, while we should pay attention to mby patent but also privacy.

For instance, if a country provides limited protectof intellectual property rights, companies wdthcounter
problems in enforcing their IP and have difficuttiptaining measures against increasingly sophisticand organized

counterfeiters®

29 See http://www.thefreedictionary.com/use (accesdadth 2015).

30 See Giovanni Guglielmetti, IP in China: Signsmprovement, available at
http://www.worldipreview.com/article/ip-in-chinaggis-of-improvement?utm_source=World+IP+Review&utampaign
=81963a7234-WIPR_Digital Newsletter 20 03 2015&utmadium=email&utm_term=0_d76dcadc01-81963a7234-274
07809(accessed March 2015)
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Accordingly, due to the importance of self-contwblpersonal information, when we define the meamihgse in
patent infringement, which is relevant to persanfdrmation, we couldn’t let someone unable toimde the patent but

capable of using personal information illegally ¢S&ase A in Exhibit 2) .

To sum up, with market forces and regulation, wpehto make balance in defining the meaning of ngeatent

and privacy protection.
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